
USB ATTACKSUSB ATTACKS
USBs can carry malware that

puts your data and system
control at risk.

Some tampered USBs
can compromise
sensitive data by
intercepting and

manipulating
information between
your device and the

computer.

Small  devices,  big threats
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Beware of USB
sticks intentionally
left in public places
- they may contain
malicious software! 

Some USB drives
run malicious

software
automatically

when connected,
without user

action.

Connecting any USB without knowing its origin can result in serious
security compromises to your device and personal data.
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