
USB drives can carry
malware that blocks
your computer and
encrypts your files.

They inject viruses that
can record what you

type on your keyboard,
including access to

email, online banking,
or internal systems.

When
connected, the

device can copy
documents,

passwords, or
sensitive data

without you
realizing it.

And if your device is
connected to the

corporate network, the
attack can spread and
compromise the entire

organization.

RISKSRISKS TO CONNECT A 
UNKNOWN USB TO YOUR COMPUTER

An unknown USB can be a gateway to a cyberattack: 
think twice before connecting it.
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