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VOICE PHISHING
Telephone scam in which the attacker
pretends to be someone you know, such
as a bank representative, to obtain
confidential information. Always
remember to verify if the person is who
they say they are.

MESSAGING
Attackers use services and apps to
send messages with links that could
infect your phone with data-stealing
malware, never click on links sent to
you until you verify the source.

QR CODES
Scanning a malicious QR code can be as
dangerous as opening a phishing link in
an email or text message. Always verify
the authenticity of the person asking
you to scan it and in physical QR do not
forget to check that it does not have a
stamp above the image.

APPLICATIONS
The most popular app stores have
security processes to prevent malicious
apps, but thousands of them sneak into
mobile devices, to prevent this from
happening you can check the reviews
and check that the app you install is the
correct one and not a fake.
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