
Ransomware is a type of malicious program that
steals or encrypts a victim's data and then

demands a ransom in exchange for releasing it.

How can you get infected?
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Never click on
unverified links.

Do not connect to a public
or free Wi-Fi network

Download information
only from trusted sites

Keep your software
up to date

How to prevent a ransomware attack?

IF POSSIBLE, DISCONNECT YOUR EQUIPMENT
FROM THE INTERNET.

What to do if you are a victim?
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What you need to know about ransomware

INFORM YOUR IMMEDIATE SUPERVISOR AND
THE CORRESPONDING IT DEPARTMENT

DO NOT PAY THE RANSOM THEY ASK FOR.
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