‘sharing you
location and
personal data

.

What should you

Why is it risky?
y is it risky I

Exact address
Unwanted tracking:

Posting your real-time location
con reveol where you are... and
where you aren’t.

Personal phone
number

Social engineering:
Any personal information can

be used to impersonate you or :
Travel or vacation

quess passwords.
dates

Door open to theft:

Photos of documents
If they know you're away from

home or the office, they also or credentials

know you're unprotected.

Good practices:

Use private settings on social medio,

disable geolocation in photos and apps,

and protect your social circle by limiting it
to your trusted contacts.
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