
Project information,
comments on internal
policies, and passwords put
your company's
confidentiality agreements
at risk.

THINGS THAT DON'TTHINGS THAT DON'T
YOU MUST SHARE ON

THE INTERNET
YOU MUST SHARE ON

THE INTERNET

IMAGES AND
LOCATIONS
IMAGES AND
LOCATIONS

Data such as
identification, address,
date of birth, telephone
number, or email address
can facilitate identity theft
or fraud.

SENSITIVE PERSONAL
DATA
SENSITIVE PERSONAL
DATA

Information such as
account statements,
transfers, or confidential
documents puts your
accounts and the security
of your company at risk.

FINANCIAL OR
EMPLOYMENT
INFORMATION

FINANCIAL OR
EMPLOYMENT
INFORMATION

Photos showing
your home, license
plate, and real-time
location can reveal
more than you
think.

PERSONAL ROUTINES
AND PLANS
PERSONAL ROUTINES
AND PLANS

OPINIONS OR
INTERNAL DATA OF
THE WORK

OPINIONS OR
INTERNAL DATA OF
THE WORK
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 Every post leaves a digital footprint. Be careful what you
share today, because it can say much more about you tomorrow.

Information such as
exact vacation dates or
absences can be valuable
to attackers planning
targeted thefts or fraud.
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